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General Errors:

Cannot print listings but other apps can print (Windows Vista or 7)

Right click on PowerSearch shortcut icon. Under “compatibility”, make sure check for “Run as Administrator” is
unchecked.

Record out of range

Fatal Error CX00005... when trying to search/download

Internal inconsistency error

End of file encountered

Run Powersearch then click “System Maintenance” then click “Reindex Public Listings”.

Table is in use

Reason: Temporary files cannot be deleted.

Solution: Double-click “My Computer”, in address bar type “%temp%” and delete all the files there. Make sure
you are in the temp folder! This is a temporary solution so he has to do it regularly when the problem re-
appears. Somehow his account don't have permission to delete those files.

Note: If you cannot see Address bar, click view, toolbars then tick Address Bar. If still cannot see, click view,
toolbars then untick Lock The Toolbars.

Download Error:PS3 xxxxxx.zip or CVX xxxxxx.zip
Click on “Download Listings” then Click “Configure Proxy Server”, then Click “Retrieve proxy settings from
Internet Explorer settings”, Click “ok” then “Save” and “Exit”.

Not a Table/DBF or Index does not match table
Run Powersearch then click “System Maintenance” then click “Repair DBF”

Dyna zip/unzip error
Check and update to latest PowerSearch program version if need be. Try again.

File already exists error when download listings
May be caused because PowerSearch is installed in Program Files folder.
Solution: cut and paste ‘hiwire’ folder into root directory (i.e. C:\)

Could not determine serial number
Could not determine subscription date
Use our account to check if the serial number is valid.
If serial number not entered into account, enter and upload serial number
Go to “Configure Proxy Server” -> “Retrieve proxy information from Internet Explorer settings”-> it will say no
proxy is required for this PC -> click ok, save then exit. Then Download Listings again.
Else could be problem with firewall
Disable firewall or
Configure firewall to grant c:\hiwire\powersearch3\powsrch.exe full access.
Common firewalls:
Norton Internet Security
Trend Security
Zone Alarm or Zone Lab
Windows Security Alert

Unable to update cursor (Windows Vista or 7)
Cause: After installing, running Powersearch caused this error.

Solution: Right-click on Powersearch3 icon and click on “Run as Administrator”. This needs to be done once
only. Then run Powersearch as usual.

If using Windows XP, go to C:\Hiwire, right click on it and select "properties", then unselect “read only” and apply
to subfolders and files. If still cannot, could be because no administrator rights. Right click “run as administrator”
then key in password.

In Windows XP Pro, the Administrator account is not listed on the login screen, unless it's the only account on
the machine. You can still log into it, though ... by rebooting into 'Safe Mode'. Press F8 when Windows begins to
boot, and you'll be given a list of boot options, one of which is 'Safe Mode'. Select that, and the 'Administrator’
account will appear on the login screen.
From here it's easy. Once you've signed in as 'Administrator”:

* Right-click on My Computer



¢ Click on Manage
 Expand Local Users and Groups
¢ Click on Groups
e Double click on Administrators
e Click on Add
« Enter the account name on this machine that you want to assign administrative privileges to.
e OK your way back out.
Now reboot your machine normally, and the account you selected should now have administrative access.

Foxpro support library not found
Cause: They probably copied from CDROM but some system dll files are not copied.
Solution: Ask him to install from CDROM instead of copying.

403 Forbidden
Cause: During download, Windows Vista denies access to Internet by other applications.
Solution: Right click on Powersearch3 icon and click “Run as administrator”.

Socket Error #11004

Cause: DNS problem/ internet connection problem

Solution: Make sure the address you are trying to connect to is typed correctly.

- Click on “change internet access to dyna” under Configure Proxy Server in Download Listings window.

- If you are trying to connect with a domain name try with its IP number instead. (ping the domain name from
command prompt to get its IP address.)

- Make sure your firewall, anti-virus or any other security program is not blocking the connection or port the
program is using.

404 File Not Found

Cause: No internet access. Eg. Starhub cable modem did not pay subscription or terminated.
Starhub cable modem don’t pay also can go to yahoo.com and gov.sg sites.

Solution: Try access www.google.com

If no access- need to get internet working first.

For Windows Vista and using starhub connection, double click on Network Connections icon on bottom right
screen. Then click on View Status. Next, click on Internet Protocol Ver 4. Click Properties. Change DNS server
203.116.1.78 (preferred) and 203.116.254.150 (alternate).

Internet Protocol Version 4 (TCF/TP) Properties X ]
General | Alternate Configuraton
IF s computer is usad on mare Bhan ons network, enter the altermats [P
sattngs balow,

Automate private IP address

@ Liser configured

[P address: 192.188, 1 .25
Subnet mask: 255 .255.255. 0
Default gateway: 192.9688. 1 .1
Preferred DHS server: 03,68 .66 . 8

Alternate DNS server:

Praferred WING server:

Alternate WINS server:

Download Fail Error 10060

Cause: Due to Internet connection or Firewall.

Solution: Change internet access to Dyna. If still cannot, need to add program to Firewall settings to allow
access.



(Norton 2009) Run Command Fail

Instructions for configuring Norton 2009
e Start Norton Internet Security (2009 Version)
e Click on Computer -> Settings

- X

7 Norton Internet Security

@ Leave Feedback @) Norton Account @) Help & Support »

Computer Settings
Scan Now » AntiVirus = On {
L= History & Quarantine Antispyware =— On (C
‘ Advanced Protection = On {)
Secure
Run Livelpdate Definition Updates: 3 minutes ago »
CPU Usage = Internet Settings
_-'- _. View Metwork Security Map Smart Firewall = On {
SysTem; - Morton Intrusion Prevention = On {
‘ Email | Message Scanning = On [f,
6% A%
Maorton Insight =] Identity Seftings
'9, Manage Log-ins Identity Safe = On u,
2 Manage Cards Antiphishing = On {
Norton

(e You have 252 days of subscription remaining




Under Exclusions/Low Risks
Click on Scan exclusions -> Configure

n\]é Morton Internet Security _i
Settings @ Help & Support»
|:_l Computer Settings! Use Section Defaulls
Antispyware = on Configure [+] @ =)
Computer Scans @
Wanage Scans Configure [+
Compressed Files Scan = on
Remove Infected Compressed Files = Off
Limit Data Extraction —_— On
Rootkits and Stealth ltems Scan (=i Oon
Tracking Cookies Scan = > Remove
Wicrosoft Office Automatic Scan = Off
Idle Time Scan Weekly n
Advanced Heuristic Protection &= Automatic
Exclusions / Low Risks (3]
T AskMe
= Configure [+]
b Osions Configure [+
Scan Performance Profiles &= standard Trust @
Real Time Profection (3]
Auto-Protect —_— On
Early Load = Of
Removable Media Scan = On
Caching = On i
SONAR Advanced Protection — on
Updates ()
Automatic LiveUpdate — On |
Buec lino — =]
@ Internet Settings 3
"_' Identity Settings 3
[CaY) Manage Network 3
- , =
r Miscellanecus Settings }
ﬁ Parental & Privacy Controls 3

Click Add button under Scan Exclusions

Enter "c:\hiwire" then click "OK"

Place checkmark in checkbox for "Include subfolders" if not already checked off
Click Apply, OK

Click Add button under Real-time / Auto-protect exclusions

Enter "c:\hiwire" then click "OK"

Place checkmark in checkbox for "Include subfolders" if not already checked off

Click Apply, OK



Norton Internet Security 2011

MNorton Internet Security

Settings Performance “& Feedback Account  Support »

Computer Protection

E1

[ O]

E1

.

MNetwork Protection

| [ O |
Fuln N C .

o [ O |

Web Protection

Activity Map

Settings

Settings

Computer Settings Use Section Defaults -
Mumber of Threads for Manual Scan _Autu—ﬂ
Antivirus and SONAR Exclusions 7]
ltems to Exclude from Scans Configure [+
::t)ir;r;scttiEnExclude fram Auto-Protect and SONAR ShmEl
Signatures to Exclude from All Detections Canfigure [+
Insight Protection — _Jolj] 7]
Scan Performance Profiles e Standard Trust [z]
Enable Boot Time Protection . Formal [2]
Real Time Protection [7]
Antispyware — (n Configure [+ |E|
Auto-Protect i 7
Caching — ]
Removahle Media Scan = (n
SOMAR Protection () 7
SOMAR Advanced Mode TR Atomatic

Network Settings
Web Settings
Miscellaneous Settings

Parental Controls




Scan Exclusions

Scan Exclusions

The following items are ignored when a scheduled or manual scan runs:

WSystem Volume Information’,

] il Gnoel

The following items are ignored when a scheduled or manual sean runs

Y System Wolurg i

Add Item

Add ltem

¥ Include subfolders




The following items are jgnored when a

Browse for Folder
' hiwire

\System Volur@ Select a Directary

=g Local Disk (C:)
) $AvG

) AT

) autorun.inf

) compang

) DELL

() Documents and Settings

) dwhelper
55 FREPWE%
B ] ivvire:
-0 Inkel

E p @7 Dvenvarn Filac 5
-

-

Default All

Auto-Protect and SONAR Exclusions

Auto-Protect and SONAR Exclusions

The following items are ignored by both Auto-Protect and SOMNAR:

Chhivwire

ton o [

** If certain files, such as powsrch3.exe, is missing, locate and open
c:\hiwire\PowerSearch3\renewapp.exe then key in “3PS” for code. Then click “Update
Program Now”.



Norton Internet Security 2013 and Norton 360

Norton Internet Security

Settings

Secure

‘CPU USAGE:
System 5%
Norton 0%

Trust level 93%

Scan Now

Performance ® Feedback

LiveUpdate

Last Update:

Account

Support

Advanced

Norton 360

Account

Settings

Antivirus and SONAR
Exclusions

Customize Exclusions.

[J§ ComputerScan
Customize how to scan viruses,
<pyware, adware and more.

Real
Real Time Protection Setup.

me Protection

Updates
Configure Updates

 Nortory

Scan Exclusions

Computer Network

—

Items to Exclude from Scans

Items to Exclude from Auto-Protect, SONAR
and Download Intelligence Detection
Signatures to Exclude from All Detections

Clear file IDs excluded during scans

Default All

The following items are ignared when a scheduled or manual scan runs:

General

About These Settings |2
Configure [+
Configure [+

Configure [+
Clear All

\System Volume Information

C:hhiwire

Quick Controls

Safel

EEEEET

Gafe Surfing

Identity Safe

Backup

Backup Status Overlays
Autamatic LiveUpdate

L)

| 1tems to Exclude from Scans Confiqure [+

Jtems to Exclude from Auto-Protect, SONAR
and Download Intelligence Detection / torbaure [+]
Signatures o Exclude from All Detections Confiqure [+
Clear file IDs excluded during scans Clear All
Close

Real Time Exclusions

The follewing items are ignored by Auto-Protect, SONAR and Download Intelligence

Chhiwire

Add
Folders

Files

¥ Norton /r

et

gy 7

Cancel

Add

—
N —/” Folders

Files

Add tem

|
¥ Include subdciders

owse for

older

Selert & Drshory

Y FHFA+RFRF

& E-E

¥

i

T e Locad Dk [C2) A

) o

2 ATH

{3y autonn.inf

= compag

£y DELL

{2 Doournenks and Sektings
I dwhaloer

e

iy Intel

D B Sy




Go back to main page and click on “Real Time Protection”

Norton Internet Security
Settings

Secure LiveUpdate

CPU USAGE:
System 5%
Norton 0%
Last Update:
Trust level 93%

Performance ® Feedback

i Settings

Account Support

Antivirus and SONAR
Exclusions.
Customize Exclusions.

Computer Scan
Customize how to scan viruses,
spyware, adware and mare.

Advanced i

Real Time Protection
Real Time Protection Setup.

0 Updates
Configure Updates.
 Norton

Norton Internet Security

Settings  Performance @ Feedback

Secure LiveUpdate

CPU USAGE:
System 13%
Norton 0%

Last Scan:

Trust level 87%

Norton 360

Security History

Show | Recent History
-I F;ecentHistury
@®in Detacted
Full History
O SeanResults Detected
Resolved Security Risks
en nresolved Security Risks Detected
@®in Detacted
@ Infn 1 velindate Sessinn comnlerad

Norton Internet Security

Account  Support Settings

Computer Protection
Scan Now His

Advanced

General Tasks

Run Scans
Run

&
@
D

= Chock Vuinerability
i Protection

nprehensive, or

Run LiveUpdate
Run 0
prof

9D "
09 Check Hetwork Security Map
fyour

¥ Norton

Performance &

Backup Tasks

{\ Manage Backup Sets.

Browser
F

Computer Network

Antispyware
Auto-Protect
Removable Media Scan
SONAR Protection
Network Drive Protection
SONAR Advanced Mode
Remove Risks Automatically
Remove Risks if | Am Away
Show SONAR Block Notifications
Enable Boot Time Protection

Eerly Launch Anti-Malware Protection

Default All

Feedback

Insight Protection
Antivirus
Antispyware
SONAR Protection
Srart Firewall
Intrusion Prevention
Email Protection
Identity Safe
Browser Protection
Safe Surfing

Download Ints

’

“'\ Restore Online Backup via
ser

Account

PC Tuneup Tasks

Fun Startup Manar

, Check Norton Tasks

= On
= On
= On
= O
= On
= Automatic
— sk Me
— gnore
= Show All
off
= On

Use Section Defaults

Support

gegegEeaea

BeEgEE

Run Diagnostic Report
5ave, or p ur

s

B your

Close

Show | Quarantine @ Refresh List Quick Search o) iasd
® igh powsichene Quarantined  11-Jun-14
(SONAR Heuristic.120) 12:03:57 PM Recommended Action
detected by SONAR Resolved - No Action Required
|
® High powsrch3.exe Quarantined  31-May-14 Restore _ Options
(SONAR Heuristic.120) 10:09:29 AM
;ll\f:'dgfsw | detected by SONAR Suspicious behavior dete. “-
0:37 A!{fl ® High powsrch3 exe Quarentined  31-May-14 POWSRCH3.EXE ‘
B (SONAR Hewristi<.120) 957114 AM |
Wednes| Getected by SONAR o P
July 04, Few Users
9:33 AM i
isk
Wednes| “~ High
July 04, Origis
3 rigin
9:33 AM L JRvhr - ¥
Wednes|  Go Page 10f 1 [ More Details
July 04,
9:33 AM]  (V/Norton Impott Ewort  Addto Quarantine  Clear Entries Close
Werlnes

General




Securit  Security Risk Detected

® High Few Users powsrch3.exe
Fewer than 50 users in Threat name: SONAR Heuristic 120
the Norton Community Dowinloaded from
nave used ths fle Unknown

® Ligh
New
Tris fle was released 12 days

® righ o Restore & exclude this file
High

SONAR Protection monitors for suspicious
program activ

D Reretlebioh. Remove from history

your computer.

More Details Close

® kigh Quarantine Restore
® High
Quarantine Restore
cA\hinire\powersearch3\powsrch3.exe already exists
® kigh

Do you want to replace it?

 Norton

—

[

Show | Quarg

Restoring an item from Quarantine could potentially put your system at risk

Quarantine Item Details:

L RiskName:  powsrchexe
& Category: nia
Risk Level High
® kigh

Exclude this file ID from future scans. To clear Exclusions: In Settings, in the Computer
section, click *AntiVirus and SONAR Exclusions", and click *Clear All" under *Clear file IDs
excluded during scans.

Are you sure you want to restore this risk to your computer?

V! Norton Yes No

—_—

Import

Add to Quarantine Clear Entries

fore Details

Export Add to Quarantine Clear Entries.

Close

Quarantine Restore

® High Restoring an item from Quarantine could potentially put your system at risk.
Restore Status:

® ign Successfuly restored item from Quarantine,
Items Restored

® kigh

Browser Cache

No action required

HKEY_USERS

\S-1-5-21-491190795-1677918413-162...
No action required

—_—

Close

More Details

Clear Entries

Add to Quarantine

Close

**Additional Steps If Still Face Problems (e.g. no internet access):

Norton Internet Security:

Norton Internet Security

Settings Performance # Feedback Account

Secure Scan Now LiveUpdate Advanced

CPU USAGE:
System 5%
Norton 0%
Last Update:
Trust level 93%

IPTION STATUS:

Norton

Se  Advanced Settings

Smart

Traffic Rules

Uncommon Protocols

ign in

Support

Configure [+
Configure [+
Reset [+

Settings

e

5 . Smart Firewall
Intrusion Prevention
Customize Intrusion settings. Advanced Settings
Program Rules

Message Protection
Customize and protect email.

Trust Control

Block Al Network Traffic

Network Security Settings
Secured Network system

Smart Firewall
Firewall Protection Setup.

¥/ Norton Cancel

B IIJ

Automatic Program Control

Firewall Reset
Stealth Blocked Ports —— On
Stateful Protocol Filter = O
Automatic File/Printer Sharing Control [Re—

SR\ tomatic

0K

Configure [+] |2

‘Cancel

Configure [+]
Confiqure [+
Configure [+

m— Unblocked 2

Use Section Defaults

| Aeply



Norton 360:

x

Help »

x

Settings

Settings

Account Feedback

Tasks

Account Feodback Medp »

Detailed Settings Quick Contrels - ca Dafuaits
4% Firewall oacans s
*  Antivitus. Silent Mode
- har ) Sate Surfing Gener ol Sefiings Program Fales Traffic Rules Infrusion and Browser Profection Aihenced Seftngs
= S Firgwall S On 7
V| Identity Safe
| Backup
| Backup Status Overlays on
] Automatic LiveUpdate —s
| Smart Firewall
— 3
| Noron Tamper Protection L

? Parental Controls

/ Norton Close  orton Apply, Back Cloze

** If certain files, such as powsrch3.exe, is missing, locate and open
c:\hiwire\PowerSearch3\renewapp.exe then key in “3PS” for code. Then click “Update
Program Now”.

PowerSearch3

OBack > | ? / ) Search Falders Elv

Address (23 Crihiwire\Powersearchd i a e
Marme Size  Type Date Modified Duration Dinr ™
File and Foldey asks ¥ Daccum File Folder Apr-28-2014 4:50 FM
\Z)Charts File Folder Apr-16-2014 5:19 PM
Other P ¥ )data File Folder Jun-03-2014 10:40 ...
IZ)empty File Folder Mar-28-2014 2:42 PM
Del # |)Expart File Folder Mar-25-2014 2:42 PM
\Zireport File Folder May-07-2014 11:02...
renewapp.exe _15MSData File Folder Apr-28-2014 4:50 PM
Application [C5)5M3Phane File Folder Apr-28-2014 4:50 PM

Dake Maodified: Tuesday, July junzip Update Status

15, 2008, 7:33 PM Dz

Size: 110 KB (%] mscommaz, ocxk paie
3 SMSROBOT,OC This program will access the Internet to update your program

to a newerversion. Please ensure that you have Internet
access and dao not block its access from your firewall if any.

|PowerSearchiuide, pdf
|| HiChart. app
[Fcsvzroe ExE

#downloadjowersearch.exe Program Access Code: | 3PS 4’/

.ﬁ'dynahttp.exe

_EDZDFDQSZBXE Update Program now! EXIT
I ﬂ!makerw.exe
QPOWSRCHS.EXE Support Tel: 62930128 {Mon-Fri 9am-Bpm)

T2 renewapp.exe

P renewexe.exe Rlooess
F SMSROBOT.EXE
[ 1aEzM0E EXE
,ﬂborlndmm‘dll Impartant: Ifyour firewall prompted, you must GRANT ACCESS.
Ml mmae Otherwise you can be permanently blocked and have to go

ks through & manual process to unda the hlockage.

Date Created: Aug-29-2011 6:12 PM Size: 110 KB




Norton 360
1. Open the Norton 360 Control Panel. Select “Settings”.

7 = | £2
Norton 360 Tas Ir.y Account Product Feedback Help & Support
Protected You are protected,

i @ @ 1)

PC Security Identity Protection Backup PC Tuneup
Profecied Prodected Prodected Prodected
You ane protected far Web You ane secured for onling You s 10 Set up backup 1o Your PG will b tuned up
browsing, email and instant shapping and banking. pratect your files from loss and automatically.
messaging. desaster.
Definitions Updale
199 days ago »

Norton

from symantec
[
Rurn Livelpdate  Scan Bow  Get Support Trial Pariod $atus: 20 diys nemdening

2. Select “Antivirus”.

F Horton 360

Norton 360 | Settings

My Acoount  « Product Feedback - Help & Support

Detailed Settine Quick Controls

A" Antivirus

Cusfomize how to handle viruses,
Spyware, adware, and more

G hentity Protection
Configune idenbly Safo 1o managa
your onling identiies and ransacion W Antiphizhing

[ ] SHhent Mode

data
H Firewall P W Identity Safe
Configurs firewall behadior, a008ss rules, uyr‘ Tasks Schaduling
and conneclion rules Adjusl he schodule of your Scans and | Horton Safe Web
Tuneups

3. In the Antivirus Settings window, select the “Scans and Risks” tab. There are two options

under Exclusions / Low Risks. You will configure both of these. Next to Scan Exclusions,
click the “Configure [+]”.



| Norton 360 Settings

Tasks Eetiings My Account Product Feedback Help & Support
{ ,f' Antivirus Use Defaults
—— T .
Compressed Files Scan = 0n
|
DCrata Extraction Limit = 0On
Rermove Infeded Compressed Filas === Ol
Wicroscft Office Automatic Scan e O
Rootikits and Sealth tems Scan = 0On
Heuristic Prolection = Automatic
Tracking Cookies Scan T Agk Me
Mumber of threads for manual scan 3
Scan Performance Profiles = Slandard Trust 7
Email Antivirus Scan = On Configure [+ 7
Instant Messanger Scan 1 Configure | 7
Exclusions / Low Risks ?
Low Risks T Ask Me
| Scan Exclusions Configure [+] |
Signature Exclusions Configure [+] -
——
Norton T T

**Can be labeled as “Items to exclude from scan”. Also need to “ADD” to “ltems to ex-
clude from auto-protection and sonar detection”

@ Norton 360

Norton 360 | Scan Exclusions

\System Volume Information),

[ Edit ] [ Remove ]

Auto-Protect Exclusions




(@ Morton 360

Norton 360 Add ltem @ Help

', hiwire | [@J

W Include subfolders

[—— s ey
oK Cancel

Auto-Protect Exclusions

@[ Edt | [ Remoe |




Norton Endpoint

Errors include Fatal exception code, file access denied, etc.

' Yymardec ndpoind Protection

Status [—_—;]
Scan for threats :ﬁ.l'ﬁlv‘!.‘l‘llrl.ﬁl‘ﬂ.'ﬂ:ﬂl"lﬂ R ’..! . .EEHI:I'I

Wiew quarantine

Wiew loge

Proactive Theeat Protection

Lt hsclate
Network Threat Protection 2
L]

Centralized Exceptions [ Confure Settings. |
Client Management

Click ADD then choose FOLDER under security Risk Exceptions
Then, Browse and select HIWIRE folder to ADD



Norton Sonar Problem / Run Command Fail

This sonar issue was reported as a big problem as seen here
http://community.norton.com/norton/board/message?
board.id=nis_feedback&thread.id=80654

Anyway | found a suggestion by another software vendor "pc pandora”
(http://www.pcpandora.com/help/av/norton/#nortoninternetSecuritySonar)

+ Open Norton Internet Security

« Click Settings in the Computer section

« Scroll down to Exclusions

« Click Configure for Signature Exclusions

+ Click Add

- Select Spyware, Download_PowerSearch and click Add
« Click OK to save your changes

+ Click OK again to close the Settings screen

+ Close Norton

If Norton had quarantine/deleted our "download_powersearch" file:

« Open Norton Internet Security

+ Click Quarantine

- Select the "Download_PowerSearch file detected by Norton Sonar. Click More Details at the bottom right

«+ Click Options at the bottom

+ Click Restore This File

« IMPORTANT! First un-check "Exclude this risk from future scans" and then re-check it. This is to overcome
an apparent bug in Sonar settings based on our testing. If you do not specifically un-check then re-check
the option the file will not be excluded properly and will simply be detected again.

+ Click Yes

« Wait for the process to complete

+ Close all Norton screens

Instructions for configuring Norton 360

O©COoO~NOOTRA,WN -

. Start Norton 360.

. Click Settings.

. Click Virus and Spyware Protection.

. Click File Exclusions tab.

. Under Which disks, folders, or files to exclude from risk scanning, click New.

. Select the hiwire folder (default is c:\hiwire) and click OK.

. Under Which disks, folders, or files to exclude from Auto-Protect scanning, click New.
. Select the same folder that you excluded in line 6 and click OK.

. Click Close.

If Norton Sonar had quarantine/deleted our "download_powersearch" file:

Open Norton Internet Security

Click Quarantine

Select the "Download_PowerSearch file detected by Norton Sonar. Click More Details at the bottom right
Click Options at the bottom

Click Restore This File

IMPORTANT! First un-check "Exclude this risk from future scans" and then re-check it. This is to overcome an
apparent bug in Sonar settings based on our testing. If you do not specifically un-check then re-check the
option the file will not be excluded properly and will simply be detected again.

Click Yes

Wait for the process to complete

Close all Norton screens

** After excluded from Norton scans, locate and open
c:\hiwire\PowerSearch3\renewapp.exe then key in “3PS” for code. Then click “Update
Program Now”.


http://www.pcpandora.com/help/av/norton/#nortonInternetSecuritySonar
http://community.norton.com/norton/board/message?board.id=nis_feedback&thread.id=80654
http://community.norton.com/norton/board/message?board.id=nis_feedback&thread.id=80654

Kaspersky Internet Security (2010 or 2011)
(File access denied)

RN

£} Settings

¥ Kaspersky Anti-Virus 2010

@5 Quarantine 1] Report

Kaspers
Anti-Virus 2010

Your computer is protecied
No active threats

My Protection Status
Kaspersky Anti-Virus protects your computer against malicious programs and
access and provides secure access to the network.

Files and private data
Documents, spreadsheets, presentations, logins and passwords, credit card

infarmation, and more.
| System and applications
/i Operating system files and applications installed on your computer.

A Online activity
W, Browsing web sites, banking and shopping nline, email and instant messaging,

and social networking.

My Protection

Protection of your computer

Scan My Computer

Files and computer sean

My Update Center
Updating databases and
application madules

Security+
Additional tools for better
protection of your computer

Some protection companents are available in Kaspersky Internet Security only, Detalls,..

Threats detected:
Virus:

Trojans:
Malicious tools:

Total scanned: 321

sccco o

2ining

SpersK Categories of malicious and potentially unwanted software and
Internet SeCurHy 2010 exclusion rules, resolving compatibility conflicts

Protection
{3 File Anti-virus

~ Mail Anti-Virus

& Web Anti-Virus

#P IM Anti-Virus
7 Application Control
Firewall

Proactive Defense
Netwaork Attack Blocker
Anti-Spam
Anti-Banner
A Parental Control
©) Scan My Computer

B Full Sean
@) Quick Sean
Objects Scan
[ vuinerability Scan
¥ My Update Center

~ Threats

Detection of the following threat types is enabled:

viruses, worms, Trojan pragrams and malicious tools; adware,
auto-dialers; suspicious packers, multi-packed objects

~ Exclusions.

Rules: 0 (total 0],
Trusted applications: 1 (total 1),

[Z] Reports and Storages
= Feedback

1 Appearance
-~ Gaming profile

on main page of Kaspersky, click on settings on top right corner

Internet Security

Help

TrO0BRt+Donbdeaky

Help |

Protection Center

Safe Run

Update Center

Parental Control

Tools

Support

@ Quarantine

Your computer is protected
No e th

s

Reports £ Settinas

Files and Private Data Protection
Protection of your documents, media and digital identity.

System and Applications Protection

Protection and control of your operating system, fles
and applications.

Account

Detected Threats and Exclusion Rules

Online Security

Protection for online activity, incuding website bronsing,
banking, online shopping, emaiing and instant messaging.

License:

Overall scanned:

ays remaining | Purchase license

<

2(9|0

Self-Defense

Battery Saving
Compatibility
Metwork.

Matifications

Reports and Storages
Feedback

Gaming Profile
Appearance

Farental Control

Manage Settings

Detection of the following threat types is enabled:
- viruses, warms, Trojans and malicious tools;
- sdware, and autodisler tools;

- suspicious compressed files, and multi-packed objects;

Settings...

‘You can choose the cakegories of threats you want detecked and enter exclusions into the software
that you da not want scanned,

Rules: 0 (total 0)

Trusted applications: 1 (total 1)

l Close

l Apply:




Open the tab Trusted applications and add these files: (except svchost.exe)

P Trusted zone

Exclusion rules | Trusked applications

='i= Rdd 2 b~
— |  Applications. ..
Browse. ., - Path

E svchost, exe %o SwstemRootYssystem3. ..

Exclusions for application P% Trusted zone

Ewclusion rules | Trusted applications |

% download_powersearch.exe

g9F Add 4° Edit ¥ Delete

Application Path

Do niok scan opened files

Do niok monitor application ackiviky
o nok inkerit restrictions of the parent process (application) E swchost.exe SaSystemPloot ¥l system3. .
Do ot monikor child applicakion activiey * download_powersea,., Chhiwire\Powersearch3id, .,
Do niot scan network raffict ﬁ dynahtkp,exe Chhiwire\Powersearch3id, .
Do ruot scan all netwark traffic E powstch3,. exe CihiwirePowerSearch3ip. ..

any remote IP addresses I renewapp.exe A hiwire | PawerSearch3ir, .

any remoke ports ¥ Renewexe exe C:hhiwire | Pawersearch3iR. .

EREER




PE settings

Battery Saving

| Compatibility
Metwark
Mokifications
Reports and Storages
Feedback
Gaming Profile
Appearance
Parental Control

Manage Setkings

Help | Restore

Detected Threats and Exclusion Rules

%ou can choose the categories of threats you want detected and enter exclusions inko the software
that vou do nok want scanned,

Detection of the following threat types is enabled:

- wiruses, worms, Trojans and malicious tools;

- adware, and autodialer tools;

- suspicious compressed files, and multi-packed objects;

Settings...

— Exclusions
Rules: O (takal 0)

Trusted applications: & (total &)

| Settings. .. |




Kaspersky Anti-Virus (Run Command Fail)
Open Kaspersky Anti-Virus and click Settings.
Select the section Protection and click the button Trusted zone.

| Kaspersky

Aﬂ'[ | 'V"US 6 0 Protection
E= Genera

- File Anti-Virus b

- Mail Anti-Virus Enable protection

- \Weh Anti-Virus Launch Kaspersky Anti-Virus at startup

- Proactive Defense [] Enable Advanced Disinfection technalogy

- Ant-Spy

. Anti-Hacker Exdusions

- Ant-5pam

- Access Control [ s s ]
Su_:an Threats

Full Scan i

o Quick Scan Detection of the following [ Threat . ]
Update threat types is enabled: —

Update WKS MP4 viruses, worms, trojan programs, spyware and other malware,

: adware, auto-dialer, suspidous compressed files, multi-packed

i objects

Reports and Storages

- Network Application settings management

Load... ] [ Save... ] [ Reset. ..

Open the tab Trusted applications and add these files: (except svchost.exe)

OR try this method:

Open the tab Exclusion rules and click Add to add a new exclusion:



in the window Exclusion mask check the box Object and check the box Threat type
(to exclude the threat regardless of file location).

[ Exclusion mask

Properties: Object
Threat bvpe

Comment: |

Rule description (click underlined parameters to edit):
Obiject will not be scanned if the Following conditions are met;

Object: select object
Threat tvpe: inpuk threat name
Component; selecked; File Anki-Yirus

Help | Cancel

click the link input threat type (or object if the box Object is checked)
then select C:\hiwire and add

also select all threat types to exclude



NORMAN SECURITY
Procedure

1. Right click the N icon to open a list of actions

2. Choose Norman Security Suite:

BB Intemet Update
|
[ | m Noman Securiy Sute
;ﬁl

Disable personal firewal
Scan Computer

Stop On-access scanner

Contact us...
F Update status...

3. Click the Personal firewall button, you can find this button at the left hand side of the Se-
curity Suite window

4. Click on the big gray Configure button at the bottom of the window (with the: View and
modify firewall rules and settings description)

Personal Firewall

Personal Firewall = enabled
Opan and seturs portd

Open ports

Blocked PCOMing conmeclinn
Blogied Sulgaifig conartsrd

Blocued port scans

Lok
Lock acoess 10 the network,

Clear sessiain rules
Daleftn lemparssy Frawsll rules crastad unce st reetars.

Expart Tools
Real-time Log Uity and Sdvanced Pors Vieser,

Condigure
vimw s madify remall ndes and settings.

5. Click the Rule editor button.




Personal Firewall

s prmegs (5 configure Porsomal et |

LM Inztall and Update Rule Editor
= e &nd modity e DErmenent rules in e robes dolabass

Outgeing Applications

YLpachy wha! e Perennal Firemall sheuld do if ar spphicaben free o scree
the Internet or the local area nebwork

-"m
(L

Server Privileges

Spealy what the Personal Firemall should do when a0 ool calern fres be
mcoept connactions from the Inbernat.

Gl
% Prompt

Edvanced Sethngs 'l 4 _' Canoel Epphy Help |

—- = =

After clicking the button a wizard will appear

6. Select | want to modify or delete an existing rule radio button

7. Click Next button

- =

NORMAN

Rule Wizard

Thiss wized will guice yau Bheoliph T chinges yau vwisl 10 mabe 19 your rubzs Wika veould you Be 1o da?

i * | el b £l & Ao il .
w . ‘/ & | vl o modity or delsle o0 exetng nie
i

o | ]

8. Select the application that seems to cause the problem

9. Click Next button




[ HPF Fusle Wizard

NORMAN

Select the rule you want to modify or delete

- Ruln descrglon Ados Gtaln

Apton peraskd nteraed Eaperer
iii Rk 2 Agtom. gemmakt Windowes Ml Demy e
}m Ruls 3 Aglom gemaskt Windows Wade Payer Al Sy
Ful 4 Aglom gemask Winsaws Usde Paysr Ketwork Shamg-asnics Al Al |
F] ]
Bact | [ mwa | -

10. Select the Change rule to allow radio button, after that click the Finish button.

The selected application is now free to access the Internet.



AVAST INTERNET SECURITY
- Open Avast (Double Click on the Avast icon in the system tray )

. Select the Real-Time Shields tab
- In the right pane click on the "Expert Settings" button

oe E_ﬁ-fguumst!

PROTECTEOM STATUS: RUNNING

! REAL-TIME SETTINGS
A [RjHELDS
- o ican deumants when opereng
- B =
i 'ir.hkrlﬁmﬂr'hﬂ'\*mq E] .
Wieh Shiskd
SHIELD TRARHC
PP Shisd e
13
5
[
Ll Scereadfles  As lefected e
Fudes scanesed S inferied: 1008 70 Show trallic hitory Shaorw vepart e
B

Lt Tt scanrsbd CNPrrgram O Mo TV e st 300 '-%'-Flmm'«.ﬁ-:-:th.l-lﬂ'.hm bk

In the dialog that opens up select the "Exclusions" tab.

Scan when executing
Scan when opening
Scan when writing
Sean when attaching

Exclusions

s

hdvanced path

Actions ?:"-,PagtFirg.s}rs
“\ystern.dal

“Wser.da?

Packers

Sengitivity
Report file *fon
"t

“lag

QRggeggeq-
RYYQQy q Q=

\ini

1 "Wfirefooiprofiles'"sessionstore™ s

W&

& c

In the right pane, (on an empty line) click on the Browse button and select the folder of your
choice.



E Select the areas [&P

-0 ) Intel
B[] 5 MSI77bsF . bmp
B0 =Program Files

m

4
-

Selected paths:
|2\ iwire:

QK Cancel I

i

]

There are several other options that can be activated: that is, in what circumstances the
exclusions shall be applied (Read, Write, Execute...etc)

Finally click on the "Add" button. (Note that a new line shall then be available for you to add
another exclusion)

4
,@%nuclsll FILE SYSTEM SHIELD SETTINGS

Scan when executing

Scan when opening ck enany line to modify it

Scan when wiiting Write, X = Execute)

Scan when altaching

Exclusions
Advanced R W X |path
Actions # & O Pegcfiess
Packers v o “\Sytem. dal
Sensitivity & & O “Wsenda?
Report file W & O =“fon
W & O b
¥ o *log
¥ & *.jni
0 & O "fireforiprofibes\"sestionstone” js
¥ & & delete | browse




AVG Internet Security

1. Open your AVG program.

2. From the Options menu, select Advanced settings.

3. In the left pane, select Exceptions.

4. In the right pane, click Add exception.

5. In the drop-down menu, select exception type - File or Folder.

6. Browse to the file or folder that you want to exclude.

7. Select whether you want to apply the exception also for other AVG components.
8. Click OK to save details of the exception.

9. Click OK again to save the settings.



McAfee Internet Security

An Intel Company

\ 7 ' == x
‘W McAfee ‘ Total Protection

V Your computer is secure (buy a subscription to stay

protected)
© Help
L Virus and Spyware L Web and Email / l Data Protection and
= N Backup
Protection Protection
+/ Real-Time Scanning: On «” Firewall: On

Schedule and run scans View firewall and anti-spam settings [ PC and Home
Network Tools

o e
L McAfee Updates L Your Subscription . e
+ Updates: Current t2) Subscription: Days until | o
expiry: 15

3/6/2013

Parental Controls

Check for updates and view settings View details

12 McAfee, Inc.

() i —
‘WMS&EE ‘ Total Protection
# Home
: . Navigation
J ¢« Web and Email Protection X (D) Moo
+ Firewall: On @ Help

[> mfm/

Firewall protects your PC against intruders who can hijack your PC or steal personal information, and polices the
information your PC sends and receives._

5 Anti-Spam: On
Anti-Spam stops junk mail and phishing attacks from invading your inbox.
[ o
i Date of your next
2 scan:
1
> SiteAdvisor LIVE: Installed

3/6/2013
4:00 AM

SiteAdvisor LIVE provides website ratings and reports that tell you which sites are safe and which aren't. Plus,
block access to dangerous sites, and safely share links on social networks.

Copyright © 2012 Mc. ThreatMap | About

) MeAfee



L@MCAfee' ‘ Total Protection — &

An Intel Company

a rome

. @ Navigation
J ¢¢  Firewall: On X e o .
Firewall protects your PC against intruders who can hijack your PC or steal personal information, and polices the e Help
information your PC sends and receives.
L I Tumn Off ] [ Restore Defaults }
eam mors
[ ~ | N
~ Traffic Controller L=
[
[ i = ~
~ Smart Advice and Advanced Settings ~
[
[ ) |
> Firewall History - Date ofyour next
[  scheduled scan’
1
[ .
[) Internet Connections for Programs 3/6/2013
 4:00 AM

(
[) My Network Connecfions

[

Copyright © 2012

] - X
U McAfee | Total Protection
Anntel Campany
v # Home
. @ Navigation
J« Firewall: On X e o .
Firewall protects your PC against intruders who can hijack your PC or steal personal information, and polices the e Help
information your PC sends and receives.
L I Tumn Off I I Restore Defaults
earn more
( ; ~
> Internet Connections for Programs =
? ol Windows Remote Assistance Full On
2 @ McAfee 32-bit Helper Full Off I ?S’;i&‘u’&féﬁ
2
1
...... |
2 | & Intemet Download Manager (IDM) Block On - 3/6/2013
Leam more [ Edit ‘ Add [ Delete ]
Security Report

Copyright ® 2012 McA

Add these files and set ‘ACCESS’ to ‘FULL’ and Net Guard to ‘OFF’:

# dovendoad_powersea, .,

ﬁ JEXE



After this, go back to main page, then click on “Web and Email Protection”, select
“Firewall”, select “Smart Advice and Advance Settings”. Change “Decide automatic-

ally” to “Ask me to decide”.

el

wre i Home
@ McAfee ‘ Internet Security # Navigation
& About
? Help

V Your computer is secure (no action required)

Firewall: On

Firewall protects your PC against intruders who can hijack your PC or steal personal
information, and polices the information your PC sends and receives. Learn more

Tumn off | | Restore Defaults |

[PS
|.

Traffic Controller W

Smart Advice and Advanced Settings A

Use Smar Advice from McAfee to make it easy to decide which programs on your PC
can connect to the Internet. Learn more

[v Enable Smart Advice [~ Block Internet access at startup
(~ Decide automatically [~ Allow ICMP ping requests
& Askme to decide [~ Enable UDP tracking

# B
/

| Firewall History

| Internet Connections for Programs bl | E]

Then transfer whatever files that are missing. (eg. rawlist.dbf).via Teamviewer.

ADDITIONAL STEPS NEEDED TO RESOLVE ERROR:

1. Click on “Virus and Spyware Protection”.



@'Mcﬁhﬂ" Internet Security e

A Intel Company

# Home
« Your COITIpUtEf IS secure (no action reqmred)
@ Navigation
© Hep
L Virus and Spyware L Web and Email l DataProfectionand | =
3 3 Backup
Protection Protection
«" Real-Time Scanning On + Firewal: On .
e
Schedule and run scans View frewdl| and anti-spam settings i PC and Home
Metwark Tools
McAfee Updates Your Subscription
L p p Virus es detected in your
+ Updates: Current « Subscription: Active o
B l Parental Controls 0
.
Check ®r updates and view settings View details f 48* | ity Reoot
oPY eat Ve _@'m.

2. Click on “Scheduled Scans”.

@m&&:ﬁe Internet Security =
J« Virus and Spyware Protection X ; @ . Na.ﬁgat.m. ..

+” RealTime Scanning On Last scan: 0902140234 AV e Help
Mext scan: 140214 04:00 AN e

y Scan YourPC
Run a guick, Lll, or custom =scan to eliminate Wruses, spyware, and other threats on your PC.

» Real-Time Scanning: On
Real-Time Scanning protects your PC continuoushy against vinuses, spyware, and otherthreats by instantly
checking fles any time you or your PC uses them.

Virus es detected in your
lasts @mn:

Scheduled Scans: On
Let M cAfee regulary check your PC for viruses, spyware, and other threats by scheduling automatic scans.

Copyright &

3 MecAfes, Inc. Threat Map | About




3. Click on “Excluded Files and Folders”.

-
@}Mﬁﬂfﬁe Internet Security
J« Scheduled Scan: On x

Scheduled Scan lets you automatically check your PC Brviruses, spyware, and other threats at a time and e Help
feguency you choose. x

Next scheduled scan: Friday, 14 February, 2014 4:00 AN

o Turn Off |

Schedule Your Scan

>

Excluded Files and Folders

L

- Viruses defected in your
lastsc@an:

0

Security Report

Copyright @201 MeAfes, Inc. Theathip | Aot [y

4. Click on “Add folder” and browse to C:\hiwire and add folder to the list.
** Also need to click “Add file”, browse to C:\hiwire\PowerSearch3\data\ and add

rawlist.cdx, rawlist.dbf and rawlist.fpt.

; - A
@JMCA'FGE Internet Security

An Intel Cempany
a fone

(@ nNavgation

J« Scheduled Scan: On X

Scheduled Scan lets vou automatically check your PC rviruses, spyware, and other threats at a time and e Help
feguency you choose.

Next scheduled scan: Friday, 14 February, 2014 £:00 AN

Turn Off

Leam morg

Excluded Files and Folders £

E xclude an item if you dom't want M cAfee to scan it for threats. Remember though, an excluded item might contain
threats that can ham your PC.

Excluded Filesand Folders

. Viruses detected in your

Y B B

X
Leam more \ I Add file ] I AT —
..... k R

Comyight ©2013 MeAfes, Inc. Threat Map | About

ecurity Report

After this is done, MUST restart computer.

If you are still facing problems after the above steps (i.e. “File access denied” error),
do this:



, -
'@MCAfee' AntiVirus Plus

An Intel Company
a vione

@ Navigation

J« Real-Time Scanning: On X

Choose the file types, attachments, and locations that you want to automatically scan and protect, and the threats o Help
that you want to scan for. o

Turn
Learn more

Settings

o

Scan for these threats
¥ Viruses, Trojans, worms, bots, rootkits (automatic.
[~ Scripts in Internet Explorer and Firefox
¥ Spyware and other potentially unwanted programs

~ Date of your next
v Buffer overflow exploits scheduled scan:

Boost my protection
ﬂ Use Active Protection for live defense against threats
-

Scan for viruses by identifying threat patterns =

Learn more™s Make sure both are unchecked and click “Apply” Apply

Security Report

Threat Map | About

- Click on “Virus and Spyware Protection”.
- Click on “Real Time Scanning”.
- Make sure both boxes under “Boost my protection” are unchecked and click “Apply”.

- Restart your computer.
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